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ADVANTAGESDESCRIPTION

• Popular and well-documented technology
• Built-in integration with Active Directory
• Recovery Key is saved in both Active Directory 

and CapaInstaller if wanted
• Free built-in tool in Windows 10 and 11
• Minimum impact on performance (2-3%, ac-

cording to multiple forums)
• Full disk encryption of system drives and         

optionally other physical drives
• No user impact with Trusted Platform Module 

(TPM)
• Free Support

Get a more secure client platform by fully utilizing the
BitLocker security tool – managed easy by
CapaBitLocker.

Increase security even further by using the additional
security settings, e.g. Secure Boot.

CapaServices are standard solutions that adds value 
to your CapaInstaller environment and are fully sup-
ported by CapaSystems Customer Services at no 
extra cost.

We have created CapaBitLocker - a service that

• analyzes whether your system is ready for the 
implementation of BitLocker and indicates 
whether your devices are ready or not

• contains a TPM package that fixes the challenges 
with any devices that are not initially ready

• ensures easy encryption of all drives, including 
both OS drives and data drives

• ensures, if necessary, easy decryption of all 
drives

• saves all Recovery Passwords in both Active 
Directory and CapaInstaller

• contains a feature for preset monitoring and re-
porting of the encryption state of each individual 
device

mplementation is carried out without disturbing
users while working – and you won’t have to bother
with multiple tools when managing IT operations.

With CapaInstaller, you won’t have to install addition-
al servers or agents in order to get this essential
security tool up and running, and the service can
easily be customised to support clients that aren’t
within your domain.
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